**INFORMATIVA SUL TRATTAMENTO DEI DATI**

ai sensi dell’art. 13 e 14 del Regolamento (UE) 2016/679 del Parlamento Europeo e del Consiglio

La presente informativa (di seguito, “**Informativa**”), redatta ai sensi degli artt. 13 e 14 del Regolamento UE 2016/679 (di seguito, “**GDPR**”), contiene informazioni sul trattamento dei suoi dati personali raccolti e trattati nell’ambito delle procedure per l’affidamento di un contratto (di seguito anche “**Contratto**”) con Fondazione Ente Nazionale di Previdenza per gli Addetti e gli impiegati in Agricoltura (di seguito “**Enpaia**” o “**Titolare**”) e/o ai fini di conclusione ed esecuzione dello stesso. In generale, ogni informazione o dato personale che fornirà o che verrà raccolto in altro modo da Enpaia nell’ambito del Contratto, sarà trattato secondo i principi di liceità, correttezza, trasparenza, limitazione delle finalità e della conservazione, minimizzazione dei dati, esattezza, integrità e riservatezza.

1. **Titolare del trattamento e Responsabile della Protezione dei Dati Personali**

Titolare del trattamento dei suoi Dati Personali è Fondazione **Ente Nazionale di Previdenza per gli Addetti e per gli Impiegati in Agricoltura**,con sede in Viale Beethoven n. 48, 00144, Roma. Il Responsabile della protezione dei dati (“**DPO**”) è a disposizione per qualunque informazione relativa al trattamento dei suoi Dati Personali al seguente indirizzo: dpo@enpaia.it.

1. **Quali dati personali trattiamo**

Per le finalità descritte alla sezione 4 – *Finalità* dell’Informativa, Enpaia effettua il trattamento delle seguenti categorie di dati personali (di seguito, “**Dati Personali**”):

1. dati acquisiti direttamente dall’operatore economico e dal contraente nell’ambito delle **procedure di affidamento dei contratti previste dal D.lgs. 36/2023 (“Codice dei contratti Pubblici”)** quali, a titolo esemplificativo, dati anagrafici, codice fiscale, partita IVA, documenti di identità (n. patente, C.I., Passaporto), dati di contatto (PEC, e-mail, contatti telefonici), coordinate bancarie, dati economico-finanziari, reddituali, dati contenuti nei CV (titoli di studio, appartenenza ad albi/categorie professionali);
2. dati acquisiti presso Pubbliche Amministrazioni, Autorità Giudiziarie o altre banche dati per la gestione degli adempimenti e delle verifiche necessarie per l’espletamento delle procedure di affidamento dei contratti. In particolare, per le finalità descritte alla sezione 4 – *Finalità*, Enpaia può raccogliere e conservare le categorie di Dati Personali, tra cui quelli appartenenti alle categorie particolari ex art. 9 del GDPR e giudiziari ex art. 10 del GDPR che possono essere contenuti:
   1. nel certificato del casellario giudiziale generale, penale o civile, certificato dell’anagrafe dei carichi pendenti degli illeciti amministrativi dipendenti da reato, certificato dell’anagrafe delle sanzioni amministrative dipendenti da reato;
   2. DURC e altre informazioni riguardanti l’assolvimento degli obblighi contributivi e fiscali;
   3. Visure camerali;
   4. Casellario ANAC;
   5. Comunicazioni ed Informative Antimafia.
   6. Certificato Invalidi
   7. Visure patrimoniali

Qualora lei comunichi Dati Personali di terzi, lei si pone come autonomo titolare del trattamento, assumendosi tutti gli obblighi e le responsabilità di legge. In tal senso, sul punto conferisce la più ampia manleva rispetto ad ogni contestazione, pretesa, richiesta di risarcimento del danno da trattamento, ecc. che dovesse pervenire da tali terzi i cui Dati Personali siano stati trattati in violazione delle norme sulla tutela dei dati personali applicabile. In ogni caso, qualora fornisse o in altro modo trattasse Dati Personali di terzi parti, garantisce fin da ora – assumendosene ogni connessa responsabilità – che tale particolare ipotesi di trattamento si fonda su un’idonea base giuridica ai sensi del GDPR che legittima il trattamento dei Dati Personali e che gli interessati abbiano ricevuto le informazioni sul trattamento dei loro dati ai sensi degli artt. 13 e 14 del GDPR.

Tra tali ipotesi, ricordiamo che in alcuni casi potrebbe fornirci dati dei dipendenti attraverso documenti di regolarità contributiva, auto-dichiarazioni, attestati e certificati relativi alla formazione e di idoneità tecnico-professionale, documenti identificativi, oppure con la consegna altri documenti aziendali.

In tali casi, la invitiamo quindi a fornire la presente Informativa anche a tali terzi (compreso il personale impiegato nella gestione del rapporto con Enpaia, il legale rappresentante, ecc.), in modo che possano conoscere le politiche di trattamento dei Dati Personali adottate da Enaia.

1. **Finalità**  
   I Dati Personali raccolti da Enpaia potranno essere trattati per le seguenti finalità:
2. espletamento delle attività di verifica dei requisiti e analisi delle offerte economiche nell’ambito delle procedure per l’affidamento dei contratti pubblici secondo quanto previsto dal D.lgs. 36/2023; negoziazione, perfezionamento e esecuzione del Contratto e svolgimento delle attività conseguenti e connesse quali, a titolo esemplificativo, l’invio di comunicazioni relative allo svolgimento del Contratto e la gestione di eventuali fasi patologiche e/o pre-patologiche della relazione contrattuale (“**Esecuzione del Contratto**”);
3. adempimento degli obblighi di legge, di regolamento o della normativa comunitaria che impongono la raccolta, la comunicazione e/o l'ulteriore elaborazione di determinati tipi di Dati Personali comprese le particolari categorie di Dati personali di cui all’art. 9 del GDPR e dati giudiziari ex art. 10 del GDPR (come quelli previsti dal D.lgs. 36/2023 in materia di Contratti Pubblici, dal D.lgs. 231/2001 o dalle disposizione di legge in materia di sicurezza sui luoghi di lavoro, fiscale, doganale, ecc.) e che possono prevedere anche verifiche sulla gestione del personale impiegato nel rapporto con l’operatore economico o il contraente e la pubblicazionedi Dati Personali relativi all’affidamento di contratti pubblici di lavori, servizi e forniture secondo quanto previsto dall’art. 37 del D.lgs. 33/2013;i suoi Dati Personali possono essere altresì trattati e condivisi in ottemperanza a eventuali richieste provenienti dalle autorità (“**Compliance**”);
4. tutela dei diritti e interessi di Enpaia, come ad esempio, lo svolgimento di controlli sull’attività contrattuale e pre-contrattuale, l’espletamento delle attività necessarie per il recupero di crediti, la difesa in giudizio e la prevenzione di abusi e frodi (“**Tutela**”);
5. pubblicazione dei dati personali del contraente negli Albi dedicati presenti sul sito istituzionale, ove previsto dagli obblighi di trasparenza cui Enpaia è soggetta (“**Trasparenza**”).
6. **Basi legali del trattamento. Natura obbligatoria o facoltativa del conferimento**Le basi legali del trattamento dei Dati Personali sono le seguenti:

* per la finalità di **Esecuzione del contratto** è l’art. 6(1)(b) del Regolamento (“[…] *il trattamento è necessario all’esecuzione di un contratto* [*…*] *o all’esecuzione di misure precontrattuali* [*…*]*"*). Il conferimento dei Dati Personali per questa finalità è facoltativo ma l'eventuale mancato conferimento potrebbe comportare l’impossibilità per Enpaia di selezionare l’operatore economico o il contraente per l’affidamento del Contratto o per darvi esecuzione;
* per le finalità di **Compliance** e di **Trasparenza** è l’art. 6(1)(c) del Regolamento (“[*…*] *il trattamento è necessario per adempiere un obbligo legale al quale è soggetto il titolare del trattamento*”). Il conferimento dei Dati Personali può infatti essere necessario per consentire a Enpaia di adempiere ad obblighi di legge, per compiere verifiche sui requisiti in materia di affidabilità, di regolarità contributiva, di sicurezza sul lavoro; in particolare i dati giudiziari, come definiti all’art. 10 del GDPR, sono trattati ai fini della verifica dell’assenza di cause di esclusione in base alla vigente normativa in materia di contratti pubblici (art. 2 – *octies* D.lgs. 196/03 e s.m.i. e art. 94 D.lgs. 36/2023). Analogamente per quanto concerne il trattamento di particolari categorie di Dati Personali di cui all’art. 9 del GDPR. Il conferimento dei Dati Personali necessari al perseguimento delle suddette finalità è necessario per Enpaia per gestire le attività inerenti alle procedure contrattuali in conformità alle norme di legge.
* per la finalità **Tutela** è l’art. 6(1)(f) del Regolamento ovvero il legittimo interesse di Enpaia a tutelare i propri diritti e interessi, anche in giudizio ove necessario.

1. **Destinatari dei Dati Personali**I Dati Personali potranno essere condivisi, per le finalità di cui sopra, con:
2. soggetti che agiscono tipicamente in qualità di **responsabili del trattamento** ossia: persone, società o studi professionali che prestano attività di assistenza e consulenza a Enpaia in materia contabile, amministrativa, legale, tributaria, finanziaria, di recupero crediti;
3. **enti, autorità e soggetti** **privati** a cui sia obbligatorio comunicare i Dati Personali in forza di disposizioni di legge o di ordini delle autorità o nell’ambito dell’esercizio del diritto del Titolare di agire in giudizio per la tutela dei propri diritti e interessi legittimi;
4. **persone autorizzate** da Enpaia al trattamento dei Dati Personali per le attività strettamente correlate all’esecuzione del Contratto, che si siano impegnate alla riservatezza o abbiano un adeguato obbligo legale di riservatezza (es. dipendenti di Enpaia).

**6. Trasferimento dei Dati Personali**

Il Titolare potrebbe trasferire alcuni dei suoi Dati Personali al di fuori dello Spazio Economico Europeo. In tali casi, il trasferimento avviene sulla base delle Clausole Contrattuali standard approvate dalla Commissione europea, di decisioni di adeguatezza della Commissione Europea o di uno degli ulteriori meccanismi previsti dal GDPR. Può richiedere maggiori informazioni sul trasferimento dei suoi Dati Personali scrivendo a [privacy@enpaia.it](mailto:privacy@enpaia.it).

1. **Tempo di conservazione dei Dati Personali**

I Dati Personali trattati per la finalità di **Esecuzione del contratto** saranno conservati da Enpaia per il tempo strettamente necessario a raggiungere quella stessa finalità. In ogni caso, trattandosi di trattamenti svolti per l’esecuzione del Contratto, Enpaia potrà conservare i suoi Dati Personali per un periodo maggiore, in particolare per quanto possa essere necessario al fine di proteggere gli interessi del Enpaia da possibili azioni o reclami relativi al Contratto (art. 2947(1)(3) c.c.).

I Dati Personali trattati per la finalità di **Compliance** e di **Trasparenza** saranno conservati fino al tempo previsto dallo specifico obbligo o norma di legge applicabile. In particolare, i casellari giudiziari sono conservati per 6 mesi.

I Dati Personali trattati per la finalità di **Tutela** saranno conservati dal Titolare per il tempo strettamente necessario al perseguimento di tale finalità e fino al momento in cui il Titolare sarà tenuto a conservarli per tutelarsi in giudizio, recuperare possibili crediti, attuare strumenti a tutela dei propri diritti e interessi (come azioni di risarcimento danni, di responsabilità, clausola di manleva), nonché, per quanto attiene in particolare le responsabilità di cui al D.lgs 231/2001, fino al termine di prescrizione delle stesse, ovvero fino al termine di prescrizione del fatto costituente reato che determina l’insorgere della responsabilità amministrativa dell’ente in relazione a quel reato.

**7. I suoi diritti**

Lei ha il diritto di chiedere a Enpaia, in qualunque momento, l’accesso ai suoi Dati Personali, la rettifica o la cancellazione degli stessi o di opporsi al loro trattamento, ha diritto di richiedere la limitazione del trattamento nei casi previsti dall'art. 18 del GDPR, nonché di ottenere in un formato strutturato, di uso comune e leggibile da dispositivo automatico i Dati Personali che la riguardano, nei casi previsti dall’art. 20 del GDPR.

Per l’esercizio dei suoi diritti può rivolgersi a Enpaia anche a mezzo e-mail all’indirizzo: privacy@enpaia.it o al DPO all’indirizzo dpo@enpaia.it.

In ogni caso lei ha sempre diritto di proporre reclamo all'autorità di controllo competente (Garante per la Protezione dei Dati Personali), ai sensi dell’art. 77 del GDPR, qualora ritenga che il trattamento dei suoi Dati Personali sia contrario alla normativa in vigore.